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Discussion
Currently the NWDAF collects the data to derive analytics directly from NFs that contain the relevant information by using the Event Notification Subscribe/Notify service operation. When the analytics requested at the NWDAF target a specific UE, the NWDAF needs to track the NF serving the UE as the UE may change serving NF (e.g. AMF change during UE registration update due to mobility). When the serving NF changes the NWDAF would need to establish a new Event Notification Subscribe/Notify service with the new NF and cancel the existing Event Notification service from the old NF.
It is clear that such process creates the following issues:
-	Increases the complexity of the NWDAF in identifying and tracking NF(s) that contain the required data
-	Increases the signalling between the NWDAF and NFs when the NF that contains the required data changes.

An example of such inefficiency in signalling is the case where the NWDAF provides analytics for Observed Service Experience. In such a case the NWDAF would needs to collect information from multiple NFs as shown in Figure 1. If one or more of those NFs serving the UE change, the signalling exchange between the NWDAF and NFs increases considerably.


Figure 1 - Example of data collection by a Release 16 NWDAF

Observation: The Release 16 NWDAF procedure to collect data from NF is not efficient given that a UE may be served by different NFs at any given time

This key issue main task is to reduce the complexity and enhance the efficiency of collecting data by an NWDAF. More specifically the following must be addressed:
-	Study solutions to improve the efficiency of the NWDAF collecting the required data to derive analytics
-	Study whether and how data collection can be supported by an NWDAF without having to track the NF(s) that contain the required data.
-	Study whether new or existing interfaces can be used by an NWDAF to collect the required data to derive analytics.

Proposal
It is proposed to include the following Solution in the eNA TR.

********************************  START OF CHANGES **************************************

[bookmark: _Toc531774174]5.x	Key Issue #X: Efficient data collection by NWDAF
[bookmark: _Toc531774175]5.x.1	Description
Currently the NWDAF collects the data to derive analytics directly from NFs that contain the relevant information by using the Event Notification Subscribe/Notify service operation. When the analytics requested at the NWDAF target a specific UE, the NWDAF needs to track the NF serving the UE as the UE may change serving NF (e.g. AMF change during UE registration update due to mobility). When the serving NF changes the NWDAF would need to establish a new Event Notification Subscribe/Notify service with the new NF and cancel the existing Event Notification service from the old NF.
[bookmark: _GoBack]It is clear that such process creates the following issues:
-	Increases the complexity of the NWDAF in identifying and tracking NF(s) that contain the required data
-	Increases the signalling between the NWDAF and NFs when the NF that contains the required data changes.

This key issue main task is to reduce the complexity and enhance the efficiency of collecting data by an NWDAF. More specifically the following must be addressed:
-	Study solutions to improve the efficiency of the NWDAF collecting the required data to derive analytics
-	Study whether and how data collection can be supported by an NWDAF without having to track the NF(s) that contain the required data.
-	Study whether new or existing interfaces can be used by an NWDAF to collect the required data to derive analytics.


******************************** END OF CHANGES **************************************
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